"UNIX directory structure"

Goal: The goal of this handout is to explain the following concepts: files and directories, working directory, absolute and relative file names, file and directory access permissions.

Consider the following UNIX Directory:
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Part 1.

1. Write down the names of all ASCII files you can find on this diagram.

2. How many levels this hierarchical structure has?

3. How many files in total are at the "leaves" of the tree?

4. How many directories are located "under the root"?

5. The absolute name of file week1.txt is

/profs/marina/215/215notes/week1.txt

Write down the absolute names of following files:

a) p2.p
b) a1.txt
c) lab1.txt
6. Assume a current working directory to be: 

/home/215

The relative name (in respect to the current working directory) of file week1.txt is

. . / . . /profs/marina/215/215notes/week1.txt

What are the relative names of the files: 

a) p2.p
b) a1.txt
c) lab1.txt
Part 2. Permissions

Command chmod allows to set up Read, Write and Execute permissions on files and directories in Unix. They can be set for the owner of the file/directory (i.e. User itself), for all users who belong to the same group where user belongs (Group) or to all registered users (All). 

For example, the following command 

chmod a+rw a1.txt

adds Read and Write permission for All users on file a1.txt.

Note, this command will work only if the working directory is:

cd /home/215/asmt

1. Write down the syntax of the command that sets Write and Execute permissions for Group on file a2.txt 

2. Write down the sequence of commands that will take away Write permission from file a1.txt for all users except for the owner of this file.

3. Assuming the current context is still /home/215/asmt, add Read and Execute permissions to file p1.p. Write down two solutions for this problem: one uses a single chmod command, another - the combination of cd and chmod commands.

Solution 1

Solution 2
